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DEPARTMENT OF THE TREASURY

Financial Crimes Enforcement Network

31 CFR Part 1010
RIN 1506—-AB49

Beneficial Ownership Information
Reporting Requirements

AGENCY: Financial Crimes Enforcement
Network (FinCEN), Treasury.

ACTION: Final rule.

SUMMARY: FinCEN is issuing a final rule
requiring certain entities to file with
FinCEN reports that identify two
categories of individuals: the beneficial
owners of the entity, and individuals
who have filed an application with
specified governmental authorities to
create the entity or register it to do
business. These regulations implement
Section 6403 of the Corporate
Transparency Act (CTA), enacted into
law as part of the National Defense
Authorization Act for Fiscal Year 2021
(NDAA), and describe who must file a
report, what information must be
provided, and when a report is due.
These requirements are intended to help
prevent and combat money laundering,
terrorist financing, corruption, tax fraud,
and other illicit activity, while
minimizing the burden on entities doing
business in the United States.

DATES: Effective date: These rules are
effective January 1, 2024.

FOR FURTHER INFORMATION CONTACT: The
FinCEN Regulatory Support Section at
1-800-767-2825 or electronically at
frc@fincen.gov.

SUPPLEMENTARY INFORMATION:
I. Introduction

licit actors frequently use corporate
structures such as shell and front
companies to obfuscate their identities
and launder their ill-gotten gains
through the U.S. financial system. Not
only do such acts undermine U.S.
national security, but they also threaten
U.S. economic prosperity: shell and
front companies can shield beneficial
owners’ identities and allow criminals
to illegally access and transact in the
U.S. economy, while creating an uneven
playing field for small U.S. businesses
engaged in legitimate activity.

Millions of small businesses are
formed within the United States each
year as corporations, limited liability
companies, or other corporate
structures. These businesses play an
essential and legitimate economic role.
Small businesses are a backbone of the
U.S. economy, accounting for a large
share of U.S. economic activity, and

driving U.S. innovation and
competitiveness.! In addition, U.S.
small businesses generate jobs, and in
2021 created jobs at the highest rate on
record.?

Few jurisdictions in the United States,
however, require legal entities to
disclose information about their
beneficial owners—the individuals who
actually own or control an entity—or
individuals who take the steps to create
an entity. Historically, the U.S.
Government’s inability to mandate the
collection of beneficial ownership
information of corporate entities formed
in the United States has been a
vulnerability in the U.S. anti-money
laundering/countering the financing of
terrorism (AML/CFT) framework. As
stressed in the 2022 National Strategy
for Combating Terrorist and Other Illicit
Financing (the “2022 Illicit Financing
Strategy”’), a lack of uniform beneficial
ownership information reporting
requirements at the time of entity
formation or ownership change hinders
the ability of (1) law enforcement to
swiftly investigate those entities created
and used to hide ownership for illicit
purposes and (2) a regulated sector to
mitigate risks.? This lack of
transparency creates opportunities for
criminals, terrorists, and other illicit
actors to remain anonymous while
facilitating fraud, drug trafficking,
corruption, tax evasion, organized
crime, or other illicit activity through
legal entities created in the United
States.

For more than two decades, the U.S.
Government has documented the use of
legal entities by criminal actors to
purchase real estate, conduct wire
transfers, burnish the appearance of
legitimacy when dealing with
counterparties (including financial
institutions), and control legitimate
businesses for ultimately illicit ends,
and has published extensively on this
topic to raise awareness.*

1See e.g., U.S. Small Business Administration,
Small Business GDP 1998-2014 (Dec. 2018),
available at https://cdn.advocacy.sba.gov/wp-
content/uploads/2018/12/21060437/Small-
Business-GDP-1998-2014.pdf.

2The White House, The Small Business Boom
under the Biden-Harris Administration (Apr. 2022),
pp. 3—4, available at https://www.whitehouse.gov/
wp-content/uploads/2022/04/President-Biden-
Small-Biz-Boom-full-report-2022.04.28.pdf.

3 See U.S. Department of the Treasury (Treasury),
National Strategy for Combating Terrorist and
Other Illicit Financing (May 2022), p. 12, available
at https://home.treasury.gov/system/files/136/2022-
National-Strategy-for-Combating-Terrorist-and-
Other-Illicit-Financing.pdf (“2022 Illicit Financing
Strategy”’).

4 See e.g., Treasury, U.S. Money Laundering
Threat Assessment (Dec. 2005), available at https://
home.treasury.gov/system/files/246/mlta.pdf, and
FinCEN, Advisory: FATF-VII Report on Money

Recent geopolitical events have
reinforced the threat that abuse of
corporate entities, including shell or
front companies, by illicit actors and
corrupt officials presents to the U.S.
national security and the U.S. and
international financial systems. For
example, Russia’s unlawful invasion of
Ukraine in February 2022 further
underscored that Russian elites, state-
owned enterprises, and organized crime,
as well as the Government of the
Russian Federation have attempted to
use U.S. and non-U.S. shell companies
to evade sanctions imposed on Russia.
Money laundering and sanctions
evasion by these sanctioned Russians
pose a significant threat to the national
security of the United States and its
partners and allies.

In a recent example of how
sanctioned Russian individuals used
shell companies to avoid U.S. sanctions
and other applicable laws, Spanish law
enforcement executed a Spanish court
order in the Spring of 2022, freezing the
Motor Yacht (M/Y) Tango (the
“Tango”’), a 255-foot luxury yacht
owned by sanctioned Russian oligarch
Viktor Vekselberg. Spanish authorities
acted pursuant to a request from the
U.S. Department of Justice (DOJ)
following the issuance of a seizure
warrant, filed in the U.S. District Court
for the District of Columbia, which
alleged that the Tango was subject to
forfeiture based on violations of U.S.
bank fraud and money laundering
statutes, as well as sanctions violations.
The U.S. Government alleged that
Vekselberg used shell companies to
obfuscate his interest in the Tango to
avoid bank oversight of U.S. dollar
transactions related thereto.>

Furthermore, the governments of
Australia, Canada, the European
Commission, Germany, Italy, France,
Japan, the United Kingdom, and the
United States launched the Russian
Elites, Proxies, and Oligarchs (REPO)
Task Force in March 2022, with the
purpose of collecting and sharing
information to take concrete actions,
including sanctions, asset freezing, civil
and criminal asset seizure, and criminal
prosecution with respect to persons who
supported the Russian invasion of
Ukraine.6 In its June 29, 2022 Joint

Laundering Typologies (Aug. 1996), available at
https://www.fincen.gov/sites/default/files/advisory/
advissu4.pdf.

5U.S. Department of Justice (DOJ), Office of
Public Affairs, $90 Million Yacht of Sanctioned
Russian Oligarch Viktor Vekselberg Seized by Spain
at Request of United States (Apr. 4, 2022), available
at https://www.justice.gov/opa/pr/90-million-yacht-
sanctioned-russian-oligarch-viktor-vekselberg-
seized-spain-request-united.

6 Treasury, U.S. Departments of Treasury and
Justice Launch Multilateral Russian Oligarch Task
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Statement, the REPO Task Force noted
that to identify sanctioned Russians
who are beneficiaries of shell companies
that held assets, REPO members relied
on the use of registries where available,
including beneficial ownership
registries.”

Domestic criminal actors also use
corporate entities to obfuscate their
illicit activities. In June 2021, the
Department of Justice (“DOJ”’)
announced that an individual in Florida
pled guilty to working with co-
conspirators to steal $24 million of
COVID-19 relief money by using
synthetic identities and shell companies
they had created years earlier to commit
other bank fraud. The individual and
his co-conspirators used established
synthetic identities and associated shell
companies to fraudulently apply for
financial assistance under the Paycheck
Protection Program (PPP). They applied
for and received $24 million dollars in
PPP relief. The money was paid to
companies registered to the individual
and his co-conspirators, as well as to
companies registered to synthetic
identities that he and his co-
conspirators controlled.® Similarly, in
July 2022, the DOJ announced that a
Virginia man was sentenced to 33
months in prison for his role in a
conspiracy that involved the submission
of at least 63 fraudulent loan
applications to obtain COVID-19
pandemic relief funds to which he and
his co-defendants were not entitled.
According to the DOJ press release, the
individual and other defendants used
multiple shell entities they controlled to
apply for financial assistance under PPP
and for Economic Injury Disaster Loans
(EIDL) through the Small Business
Administration and falsified Internal
Revenue Service (IRS) tax forms
submitted to lenders. Altogether, the
defendants wrongfully obtained over $3
million in loan proceeds.?

The Department of Treasury (the
“Department” or “Treasury”) is
committed to increasing transparency in
the U.S. financial system and

Force (Mar. 16, 2022), available at https://
home.treasury.gov/news/press-releases/jy0659.

7 Treasury, Russian Elites, Proxies, and Oligarchs
Task Force Joint Statement (June 29, 2022),
available at https://home.treasury.gov/news/press-
releases/jy0839.

8DQOJ, Office of Public Affairs, Defendant Pleads
Guilty to Stealing $24 Million in COVID-19 Relief
Money Through Fraud Scheme that Used Synthetic
Identities (Jun. 29, 2021), available at https://
www.justice.gov/usao-sdfl/pr/defendant-pleads-
guilty-stealing-24-million-covid-19-relief-money-
through-fraud-scheme.

9DOJ, Office of Public Affairs, Member of $3M
COVID-19 Loan Fraud Conspiracy Sentenced (Jul.
8, 2022), available at https://www.justice.gov/usao-
edva/pr/member-3m-covid-19-loan-fraud-
conspiracy-sentenced.

strengthening the U.S. AML/CFT
framework. Deputy Secretary of the
Treasury Wally Adeyemo noted in
November 2021 that “[w]e are already
taking concrete steps to fight [. . .]
corruption and make the U.S.
economy—and the global economy—
more fair. Among the most crucial of
these steps is our work on beneficial
ownership reporting. Kleptocrats,
human rights abusers, and other corrupt
actors often exploit complex and opaque
corporate structures to hide and launder
the proceeds of their corrupt activities.
They use these shell companies to hide
their true identities and the illicit
sources of their funds. By requiring
beneficial owners—that is, the people
who actually own or control a
company—to disclose their ownership,
we can much better identify funds that
come from corrupt sources or abusive
means.”’ 10 As he further emphasized in
December 2021, “[c]orruption thrives in
the financial shadows—in shell
corporations that disguise owners’ true
identities, in offshore jurisdictions with
lax anti-money laundering regulations,
and in complex structures that allow the
wealthy to hide their income from
government authorities . . . . For too
long, corrupt actors have made their
home in the darkest corners of the
global financial system, stashing the
profits of their illegitimate activities in
our blind spots. A major component of
our anti-corruption work is about
changing that—shining a spotlight on
these areas and using what we find to
deter and go after corruption.” 11
Earlier this year, the Department
issued the 2022 Illicit Financing
Strategy.12 One of the priorities
identified in the 2022 Illicit Financing
Strategy is the need to increase
transparency and close legal and
regulatory gaps in the U.S. AML/CFT
framework.?3 This priority, and the
supporting goals, emphasize the
vulnerabilities posed by the abuse of
legal entities, including the use of front
and shell companies, which can enable
a wide range of illicit finance threats:
drug trafficking, fraud, small-sum
funding of domestic violent extremism,
and illicit procurement and sanctions
evasion in support of weapons of mass
destruction proliferation by U.S.

10 Remarks by Deputy Secretary of the Treasury
Wally Adeyemo at the Partnership to Combat
Human Rights Abuse and Corruption (Nov. 8,
2021), available at https://content.govdelivery.com/
accounts/USTREAS/bulletins/2fb38f8.

11 Remarks by Deputy Secretary of the Treasury
Wally Adeyemo on Anti-Corruption at the
Brookings Institution (Dec. 6, 2021), available at
https://home.treasury.gov/news/press-releases/
jv0516.

12 2022 Illicit Financing Strategy, supra note 3.

131d. pp. 7-13.

adversaries. The strategy reflects a
broader commitment to protect the U.S.
financial system from the national
security threats enabled by illicit
finance, especially corruption. The
Department’s approach to combatting
corruption will make our economy—
and the global economy—stronger,
fairer, and safer from criminals and
national security threats.

The Department’s continued work to
fight corruption includes implementing
the Corporate Transparency Act (CTA),
which was enacted as part of the Anti-
Money Laundering Act of 2020 in the
National Defense Authorization Act for
Fiscal Year 2021.14 In December 2021,
building on an earlier Advance Notice
of Proposed Rulemaking (ANPRM),
FinCEN published a Notice of Proposed
Rulemaking (NPRM) 5 to give the
public an opportunity to review and
comment on a proposed rule
implementing the CTA’s provisions
requiring entities to report information
about their beneficial owners and the
individuals who created the entity
(together, beneficial ownership
information or BOI). FinCEN explained
that the proposed rule would help
protect the U.S. financial system from
illicit use by making it more difficult for
bad actors to conceal their financial
activities through entities with opaque
ownership structures. FinCEN also
explained that the proposed reporting
obligations would provide essential
information to law enforcement and
others to help prevent corrupt actors,
terrorists, and proliferators from hiding
money or other property in the United
States.

U.S. efforts to collect BOI will lend
U.S. support to the growing
international consensus to enhance
beneficial ownership transparency, and
will spur similar efforts by foreign
jurisdictions. At least 30 countries have
already implemented some form of
central register of beneficial ownership
information, and more than 100
countries, including the United States,
have committed to implementing
beneficial ownership transparency
reforms.16

After carefully considering all public
comments, FinCEN is now issuing final

14 The CTA is Title LXIV of the William M. (Mac)
Thornberry National Defense Authorization Act for
Fiscal Year 2021, Public Law 116-283 (Jan. 1, 2021)
(the NDAA). Division F of the NDAA is the Anti-
Money Laundering Act of 2020, which includes the
CTA. Section 6403 of the CTA, among other things,
amends the Bank Secrecy Act (BSA) by adding a
new section 5336, Beneficial Ownership
Information Reporting Requirements, to subchapter
1I of chapter 53 of title 31, United States Code.

1586 FR 69920 (Dec. 8, 2021).

16 See https://www.openownership.org/en/map/
for a graphic identifying these countries.
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regulations regarding the reporting of
beneficial ownership information. The
regulations carefully balance the need to
protect and strengthen U.S. national
security, while minimizing the burden
on small businesses and reporting
entities. Specifically, the regulations
implement the CTA’s requirement that
reporting companies submit to FinCEN
a report containing their BOL As
required by the CTA, these regulations
are designed to minimize the burden on
reporting companies, particularly small
businesses, and to ensure that the
information collected is accurate,
complete, and highly useful. The
regulations will help protect U.S.
national security, provide critical
information to law enforcement, and
promote financial transparency. This
final rule implementing the CTA’s
beneficial ownership reporting
requirements represents the culmination
of years of efforts by Congress, Treasury,
national security and law enforcement
agencies, and other stakeholders to
bolster corporate transparency by
addressing U.S. deficiencies in
beneficial ownership transparency
noted by the Financial Action Task
Force (FATF),17 Congress, law
enforcement, and others. The
regulations address, among other things:
who must file; when they must file; and
what information they must provide.
Collecting this information and
providing access to law enforcement,
the intelligence community, regulators,
and financial institutions will diminish
the ability of illicit actors to obfuscate
their activities through the use of
anonymous shell and front companies.
In developing the proposed regulation,
FinCEN aimed to minimize burdens on
reporting companies, including small
businesses, to the extent practicable.

17 The FATF, of which the United States is a
founding member, is an international, inter-
governmental task force whose purpose is the
development and promotion of international
standards and the effective implementation of legal,
regulatory, and operational measures to combat
money laundering, terrorist financing, the financing
of proliferation, and other related threats to the
integrity of the international financial system. The
FATF assesses over 200 jurisdictions against its
minimum standards for beneficial ownership
transparency. Among other things, it has
established standards on transparency and
beneficial ownership of legal persons, so as to deter
and prevent the misuse of corporate vehicles. See
FATF Recommendation 24, Transparency and
Beneficial Ownership of Legal Persons, The FATF
Recommendations: International Standards on
Combating Money Laundering and the Financing of
Terrorism and Proliferation (updated October 2020),
available at https://www.fatf-gafi.org/publications/
fatfrecommendations/documents/fatf-
recommendations.html; FATF Guidance,
Transparency and Beneficial Ownership, Part III
(October 2014), available at https://www.fatf-
gafi.org/media/fatf/documents/reports/Guidance-
transparency-beneficial-ownership.pdyf.

FinCEN estimates that it would cost the
majority of reporting companies $85.14
to prepare and submit an initial BOI
report.

II. Background
A. Beneficial Ownership of Entities
i. Overview

Legal entities such as corporations,
limited liability companies, and
partnerships, and legal arrangements
like trusts play an essential and
legitimate role in the U.S. and global
economies. They are used to engage in
lawful business activity, raise capital,
limit personal liability, and generate
investments, and they can be engines for
innovation and economic growth,
among other activities. They can also be
used to engage in illicit activity and
launder its proceeds, and to enable
those who threaten U.S. national
security to access and transact in the
U.S. economy. The United States is a
popular jurisdiction for legal entity
formation because of the ease with
which a legal entity can be created, the
minimal amount of information
required to do so in most U.S. states,18
and the investment opportunities the
United States presents. The number of
legal entities currently operating in the
United States is difficult to estimate
with certainty, but Congress recently
found that more than two million
corporations and limited liability
companies are being created under the
laws of the states each year.19 According
to Global Financial Integrity, a policy
organization focused on addressing
illicit finance and corruption, more
public and anonymous corporations are
created in the United States than in any
other jurisdiction.2? The number of legal
entities already in existence in the
United States that may need to report

18 For simplicity, in the remainder of this
preamble the term ‘‘state” means any state of the
United States, the District of Columbia, the
Commonwealth of Puerto Rico, the Commonwealth
of the Northern Mariana Islands, American Samoa,
Guam, the United States Virgin Islands, and any
other commonwealth, territory, or possession of the
United States.

19CTA, Section 6402(1). FinCEN’s analysis
estimating such entities is included in the
regulatory analysis in Section V of this NPRM.

20 Global Financial Integrity, The Library Card
Project: The Ease of Forming Anonymous
Companies in the United States (March 2019) (“GFI
Report”), available at https://gfintegrity.org/report/
the-library-card-project/. In 2011, the World Bank
assessed that 10 times more legal entities were
formed in the United States than in all 41 tax haven
jurisdictions combined. See The World Bank,
UNODC, Stolen Asset Recovery Initiative, The
Puppet Masters: How the Corrupt Use Legal
Structures to Hide Stolen Assets and What to Do
About It (2011), p. 93, available at https://
star.worldbank.org/sites/star/files/
puppetmastersvi.pdf.

information on themselves, their
beneficial owners, and their formation
or registration agents pursuant to the
CTA is in the tens of millions.2?

The United States does not currently
have a centralized or complete store of
information about who owns and
operates legal entities within the United
States. The data readily available to law
enforcement are limited to the
information required to be reported
when a legal entity is created at the state
or Tribal level, unless an entity opens
an account at a financial institution
required to collect certain BOI pursuant
to the Customer Due Diligence (CDD)
Rule.22 Though state- and Tribal-level
entity formation laws vary, most
jurisdictions do not require the
identification of an entity’s individual
beneficial owners at or after the time of
formation. Additionally, the vast
majority of states require little to no
disclosure of contact information or
other information about an entity’s
officers or others who control the
entity.23

ii. Benefits of BOI Reporting

Access to BOI reported under the CTA
would significantly aid efforts to protect
the U.S. financial system from illicit
use. It would impede illicit actors’
ability to use legal entities to conceal
proceeds from criminal acts that
undermine U.S. national security and
foreign policy interests, such as
corruption, human smuggling, drug and
arms trafficking, and terrorist financing.
For example, BOI can add critical data
to financial analyses in law enforcement
and tax investigations. It can also
provide essential information to the
intelligence and national security
professionals who work to prevent
terrorists, proliferators, and those who
seek to undermine our democratic
institutions or threaten other core U.S.
interests from raising, hiding, or moving

211n the regulatory analysis later in this final rule,
FinCEN estimates that there will be at least 32.6
million “reporting companies” (entities that meet
the core definition of a “reporting company’’ and
are not exempt) in existence when the proposed
rule becomes effective.

2231 CFR 1010.230. Even then, any BOI a
financial institution collects is not systematically
reported to any central repository.

23 See CTA, Section 6402(2) (“[M]ost or all States
do not require information about the beneficial
owners of corporations, limited liability companies,
or other similar entities formed under the laws of
the State”); U.S. Government Accountability Office,
Company Formations: Minimal Ownership
Information Is Collected and Available (Apr. 2006),
available at https://www.gao.gov/assets/gao-06-
376.pdf; see also, e.g., The National Association of
Secretaries of State (NASS), NASS Summary of
Information Collected by States (Jun. 2019),
available at https://www.nass.org/sites/default/files/
company % 20formation/nass-business-entity-info-
collected-june2019.pdyf.
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money in the United States through
anonymous shell or front companies.24
Broadly, and critically, BOI is crucial to
identifying linkages between potential
illicit actors and opaque business
entities, including shell companies.
Shell companies are typically non-
publicly traded corporations, limited
liability companies, or other types of
entities that have no physical presence
beyond a mailing address, generate little
to no independent economic value,?25
and generally are created without
disclosing their beneficial owners. Shell
companies can be used to conduct
financial transactions while concealing
true beneficial owners’ involvement.

In 2021, some of the principal authors
of the CTA in the Senate and U.S. House
of Representatives wrote to the
Department, explaining that “[e]ffective
and timely implementation of the new
BOI reporting requirement will be a
dramatic step forward, strengthening
U.S. national security by making it more
difficult for malign actors to exploit
opaque legal structures to facilitate and
profit from their bad acts. . . [To do
this] means writing the rule broadly to
include in the reporting as many
corporate entities as possible while
narrowly limiting the exemptions to the
smallest possible set permitted by the
law.” 26 They went on to note that such

24 A front company generates legitimate business
proceeds to commingle with illicit earnings. See
Treasury, National Money Laundering Risk
Assessment (2018), p. 29, available at https://
home.treasury.gov/system/files/136/2018NMLRA_
12-18.pdf.

25 FinCEN Advisory, FIN-2017-A003, Advisory
to Financial Institutions and Real Estate Firms and
Professionals (Aug. 22, 2017), p. 3, available at
https://www.fincen.gov/sites/default/files/advisory/
2017-08-22/Risk%20in % 20Real % 20Estate % 20
Advisory_FINAL%20508% 20Tuesday %20
%28002%29.pdf. “Most shell companies are
formed by individuals and businesses for legitimate
purposes, such as to hold stock or assets of another
business entity or to facilitate domestic and
international currency trades, asset transfers, and
corporate mergers. Shell companies can often be
formed without disclosing the individuals that
ultimately own or control them (i.e., their beneficial
owners) and can be used to conduct financial
transactions without disclosing their true beneficial
owners’ involvement.” Id. While shell companies
are used for legitimate corporate structuring
purposes including in mergers or acquisitions, they
are also used in common financial crime schemes.
See FinCEN, The Role of Domestic Shell Companies
in Financial Crime and Money Laundering: Limited
Liability Companies (Nov. 2006), p. 4, available at
https://www.fincen.gov/sites/default/files/shared/
LLCAssessment_FINAL.pdf.

26 United States Congress, Letter from Senator
Sherrod Brown, Chairman of the Senate Committee
on Banking, Housing and Urban Affairs,
Representative Maxine Waters, Chairwoman of the
House Committee on Financial Services, and
Representative Carolyn B. Maloney, Chairwoman of
the House Committee on Oversight and Reform,
Ietter to Department of the Treasury Secretary Janet
L. Yellen (Nov. 3, 2021), available at https://
financialservices.house.gov/uploadedfiles/11.04_

an approach “will address the current
and evolving strategies that terrorists,
criminals, and kleptocrats employ to
hide and launder assets. It will also
foreclose loophole options for creative
criminals and their financial enablers,
maximize the quality of the information
collected, and prevent the evasion of
BOI reporting.” 27 The integration of
BOI reported pursuant to the CTA with
the current data collected under the
BSA, and other relevant government
data, is expected to significantly further
efforts to identify illicit actors and
combat their financial activities. The
collection of BOI in a centralized
database, accessible to U.S. Government
departments and agencies, law
enforcement, tax authorities, and
financial institutions, may also help to
level the playing field for honest
businesses, including small businesses
with fewer resources, that are at a
disadvantage when competing against
criminals who use shell companies to
evade taxes, hide their illicit wealth,
and defraud employees and
customers.?8

As described in the preamble to the
NPRM, for more than two decades
FinCEN and the broader Treasury
Department have been raising awareness
about the role of shell companies, the
way they can be used to obfuscate
beneficial ownership, and their role in
facilitating criminal activity—pointing
out, for example, that shell companies
have enabled the movement of billions
of dollars across borders by unknown
actors and have facilitated money
laundering or terrorist financing.

FinCEN took its first major regulatory
step toward identifying beneficial
owners when it initiated the 2016 CDD
rulemaking process in March 2012 by
issuing an ANPRM,29 followed by an
NPRM in August 2014.3° FinCEN
finalized the CDD Rule in May 2016,
and financial institutions began
collecting beneficial ownership
information under the 2016 CDD Rule in

waters_brown_maloney_letter_on_cta.pdf
(emphasis in original).

27]d.

28 See FInCEN, Prepared Remarks of FinCEN
Director Kenneth A. Blanco, delivered at the Federal
Identity (FedID) Forum and Exposition, Identity:
Attack Surface and a Key to Countering Illicit
Finance (Sept. 24, 2019) (“For many of the
companies here today—those that are developing or
dealing with sensitive technologies—understanding
who may want to invest in your ventures, or who
is competing with you in the marketplace, would
allow for better, safer decisions to protect
intellectual property.”), available at https://
www.fincen.gov/news/speeches/prepared-remarks-
fincen-director-kenneth-blanco-delivered-federal-
identity-fedid.

2077 FR 13046 (Mar. 5, 2012).

3079 FR 45151 (Aug. 4, 2014).

May 2018.31 The 2016 CDD Rule was
the culmination of years of study and
consultation with industry, law
enforcement, civil society organizations,
and other stakeholders on the need for
financial institutions to collect BOI and
the value of that information. Citing a
number of examples, the preamble to
the 2016 CDD Rule noted that, among
other things, BOI collected by financial
institutions pursuant to the 2016 CDD
Rule would: (1) assist financial
investigations by law enforcement and
examinations by regulators; (2) increase
the ability of financial institutions, law
enforcement, and the intelligence
community to address threats to
national security; (3) facilitate reporting
and investigations in support of tax
compliance; and (4) advance the
Department’s broad strategy to enhance
financial transparency of legal
entities.32

In December 2016, the FATF issued
an Anti-Money Laundering and
Counter-Terrorist Financing Measures,
United States Mutual Evaluation Report
(2016 FATF Report”), and continued to
note U.S. deficiencies in the area of
beneficial ownership transparency. The
2016 FATF Report identified the lack of
BOI reporting requirements as one of the
fundamental gaps in the U.S. AML/CFT
regime.33 The 2016 FATF Report also
observed that ““the relative ease with
which U.S. corporations can be
established, their opaqueness and their
perceived global credibility makes them
attractive to abuse for [money
laundering and terrorism financing],
domestically as well as
internationally.” 3¢ Following
publication of the 2016 FATF Report,
the Assistant Attorney General for the
Criminal Division and Acting Assistant
Attorney General for the National
Security Division at the Department of
Justice emphasized that “[flull
transparency of corporate ownership
would strengthen our ability to trace
illicit financial flows in a timely fashion
and firmly declare that the United States
will not be a safe haven for criminals
and terrorists looking to disguise their
identities for nefarious purposes.” 3°

3181 FR 29397 (May 11, 2016).

3281 FR 29399-29402 (May 11, 2016).

33 See FATF, Anti-Money Laundering and
Counter-Terrorist Financing Measures United States
Mutual Evaluation Report (2016), p. 4 (key findings)
and Ch. 7., available at https://www.fatf-gafi.org/
media/fatf/documents/reports/mer4/MER-United-
States-2016.pdf.

34]d. at 153.

35DQYJ, Assistant Attorney General Leslie
Caldwell of the Criminal Division and Acting
Assistant Attorney General Mary McCord of the
National Security Division, Financial Action Task
Force Report Recognizes U.S. Anti-Money

Continued



59502

Federal Register/Vol. 87, No. 189/Friday, September 30, 2022/Rules and Regulations

While the 2016 CDD Rule increased
transparency by requiring covered
financial institutions to collect a legal
entity customer’s BOI at the time of an
account opening, it did not address the
collection of BOI at the time of a legal
entity’s creation. BOI collected at the
time of a legal entity’s creation provides
additional insight into the original
beneficial owners of the entity.

Following the issuance of the 2016
FATF Report, officials in the
Department and at the Department of
Justice remained committed to working
with Congress on beneficial ownership
legislation that would require
companies to report adequate, accurate,
and current BOI at the time of a legal
entity’s creation. In addition, between
initial congressional efforts to require
beneficial ownership reporting through
the Senate-proposed 2008 Incorporation
Transparency and Law Enforcement
Assistance Act, and the 2016 FATF
Report, predecessor legislation to the
CTA continued to be introduced in each
Congress. The introduction of the
Corporate Transparency Act of 2017 in
June 2017 (in the U.S. House of
Representatives) and August 2017 (in
the U.S. Senate) followed the 2016
FATF Report. In November 2017
testimony before the Senate Judiciary
Committee, Deputy Assistant Secretary
of the Treasury Jennifer Fowler, head of
the U.S. FATF delegation at the time of
the 2016 FATF Report, highlighted the
significant vulnerability identified by
FATF, noting that “this has permitted
criminals to shield their true identities
when forming companies and accessing
our financial system.” She also
remarked that, while Treasury’s 2016
CDD Rule was an important step
forward, more work remained to be
done with Congress to find a solution
that would involve collecting BOI when
a legal entity is created.36

Over the years, federal officials have
repeatedly and publicly articulated the
need for the United States to enhance
and improve authorities to collect BOL
In February 2018, Acting Deputy
Assistant Attorney General M. Kendall
Day testified at a Senate Judiciary
Committee hearing on BOI reporting
that “[tlhe pervasive use of front
companies, shell companies, nominees,

Laundering and Counter-Terrorist Financing
Leadership, but Action is Needed on Beneficial
Ownership (Dec. 1, 2016), available at https://
www.justice.gov/archives/opa/blog/financial-
action-task-force-report-recognizes-us-anti-money-
laundering-and-counter.

36 Treasury, Testimony of Jennifer Fowler, Deputy
Assistant Secretary Office of Terrorist Financing
and Financial Crimes, Senate Judiciary Committee
(Nov. 28, 2017), available at https://
www.judiciary.senate.gov/imo/media/doc/
Fowler%20Testimony.pdf.

or other means to conceal the true
beneficial owners of assets is one of the
greatest loopholes in this country’s AML
regime.” 37 In December 2019, then-
FinCEN Director Kenneth Blanco noted
that “[t]he lack of a requirement to
collect information about who really
owns and controls a business and its
assets at company formation is a
dangerous and widening gap in our
national security apparatus.” 38 He also
highlighted how this gap had been
addressed in part through the 2016 CDD
Rule and how much more work needed
to be done, stating that “[t]he next
critical step to closing this national
security gap is collecting beneficial
ownership information at the corporate
formation stage. If beneficial ownership
information were required at company
formation, it would be harder and more
costly for criminals, kleptocrats, and
terrorists to hide their bad acts, and for
foreign states to avoid detection and
scrutiny. This would help deter bad
actors accessing our financial system in
the first place, denying them the ability
to profit and benefit from its power
while threatening our national security
and putting people at risk.” 39

The Department has consistently
emphasized the importance of
addressing the risks posed by the lack
of comprehensive beneficial ownership
reporting, including in the 2018 and
2022 National Money Laundering Risk
Assessments, and in the 2018 and 2020
National Strategies for Combating
Terrorist and Other Illicit Financing
(““2018 Illicit Financing Strategy” and
2020 Illicit Financing Strategy”’
respectively).20 In the 2018 National

37DO0J, Statement of M. Kendall Day, Acting
Deputy Assistant Attorney General, Criminal
Division, U.S. Department of Justice, Before the
Committee on the Judiciary, United States Senate,
for a Hearing Entitled “Beneficial Ownership:
Fighting Illicit International Financial Networks
Through Transparency,” presented Feb. 6, 2018, p.
3, available at https://www.judiciary.senate.gov/
imo/media/doc/02-06-18%20Day
%20Testimony.pdf.

38 FinCEN, Prepared Remarks of FinCEN Director
Kenneth A. Blanco, delivered at the American
Bankers Association/American Bar Association
Financial Crimes Enforcement Conference, (Dec. 10,
2019), available at https://www.fincen.gov/news/
speeches/prepared-remarks-fincen-director-
kenneth-blanco-delivered-american-bankers.

39]d.

40 See, e.g., Treasury, National Money Laundering
Risk Assessment (2022), p. 37, available at https://
home.treasury.gov/system/files/136/2022-National-
Money-Laundering-Risk-Assessment.pdf; Treasury,
National Money Laundering Risk Assessment
(2018), pp. 28-30, available at https://
home.treasury.gov/system/files/136/
2018NMLRA_12-18.pdf; Treasury, National Strategy
for Combating Terrorist and Other Illicit Financing
(2018), pp. 20, 47, available at https://
home.treasury.gov/system/files/136/national
strategyforcombatingterroristandotherillicit
financing.pdf; Treasury, National Strategy for

Money Laundering Risk Assessment, the
Department highlighted cases in which
shell and front companies in the United
States were used to disguise the
proceeds of Medicare and Medicaid
fraud, trade-based money laundering,
and drug trafficking, among other
crimes.4! In its 2022 National Money
Laundering Risk Assessment, Treasury
reiterated that “‘bad actors consistently
use a number of specific structures to
disguise criminal proceeds, and U.S.
law enforcement agencies have had no
consistent way to obtain information
about the beneficial owners of these
entities. The ease with which
companies can be incorporated under
state law and the lack of information
generally required about the company’s
owners or activities lead to limited
transparency. Bad actors take advantage
of these lax requirements to set up shell
companies . . .42

The Department’s 2018 Illicit
Financing Strategy flagged the use of
shell companies by Russian organized
crime groups in the United States, as
well as by the Iranian government to
obfuscate the source of funds and hide
its involvement in efforts to generate
revenue.*3 The 2020 Illicit Financing
Strategy cited as one of the most
significant vulnerabilities of the U.S.
financial system the lack of a
requirement to collect BOI at the time of
legal entity creation and after changes in
ownership.44 Building on the two
previous Illicit Financing Strategies,
Treasury emphasized in its 2022 Illicit
Financing Strategy that combating the
pernicious impact of illicit finance in
the U.S. financial system, economy, and
society is integral to strengthening U.S.
national security and prosperity. The
2022 Illicit Financing Strategy observed,
however, that while the United States
has made substantial progress in
addressing this challenge, the U.S.
AML/CFT regime must adapt to an
evolving threat environment, and
structural and technological changes in

Combating Terrorist and Other Illicit Financing
(2020), pp. 13—-14, 27, 34, available at https://
home.treasury.gov/system/files/136/National-
Strategy-to-Counter-Illicit-Financev2.pdf.

41 Treasury, National Money Laundering Risk
Assessment (2018), pp. 28-30, available at https://
home.treasury.gov/system/files/136/
2018NMLRA_12-18.pdf.

42 Treasury, National Money Laundering Risk
Assessment (Feb. 2022), p. 37, available at https://
home.treasury.gov/system/files/136/2022-National-
Money-Laundering-Risk-Assessment.pdf.

43 Treasury, National Strategy for Combating
Terrorist and Other Illicit Financing (2018), pp. 20,
47, available at https://home.treasury.gov/system/
files/136/nationalstrategyforcombatingterroristand
otherillicitfinancing.pdf.

44 2020 Illicit Financing Strategy, p. 12, available
at https://home.treasury.gov/system/files/136/
National-Strategy-to-Counter-Illicit-Financev2.pdf.
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financial services and markets. In order
to succeed in this critical fight, the 2022
Illicit Financing Strategy detailed how
the United States is striving to
strengthen laws, regulations, processes,
technologies, and people so that the
U.S. AML/CFT regime remains a model
of effectiveness and innovation, noting
that implementing the BOI reporting
and collection regime envisioned by the
CTA was essential to closing legal and
regulatory gaps that allow criminals and
other illicit actors to move funds and
purchase U.S. assets anonymously.4°

Congress recognized the threat posed
by shell companies and other opaque
ownership structures when it passed the
CTA as part of the broader Anti-Money
Laundering Act of 2020 (the “AML
Act”).%6 Congress explained that among
other purposes, the AML Act was meant
to “improve transparency for national
security, intelligence, and law
enforcement agencies and financial
institutions concerning corporate
structures and insight into the flow of
illicit funds through those structures”
and “discourage the use of shell
corporations as a tool to disguise and
move illicit funds.” 47 As part of its
ongoing efforts to implement the AML
Act, FinCEN published in June 2021 the
first national AML/CFT priorities,
further highlighting the use of shell
companies by human traffickers,
smugglers, and weapons proliferators,
among others, to generate revenue and
transfer funds in support of illicit
conduct.*8 Additionally, the 2021
United States Strategy on Countering
Corruption emphasized the importance
of curbing illicit finance and
strengthening efforts to fight corruption
and other illicit financial activity,
including through greater beneficial
ownership transparency.49

45 See generally, Treasury, National Strategy for
Combating Terrorist and Other Illicit Financing
(May 2022), available at https://home.treasury.gov/
system/files/136/2022-National-Strategy-for-
Combating-Terrorist-and-Other-Illicit-
Financing.pdyf.

46 The Anti-Money Laundering Act of 2020 was
enacted as Division F, §§6001-6511, of the William
M. (Mac) Thornberry National Defense
Authorization Act for Fiscal Year 2021, Public Law
116—283 (2021).

47 Id. section 6002(5)(A)—(B).

48 FinCEN, Anti-Money Laundering and
Countering the Financing of Terrorism Priorities
(Jun. 30, 2021), pp. 11-12, available at https://
www.fincen.gov/sites/default/files/shared/AML_
CFT%20Priorities % 20(June%2030%2C%202021)
.pdf.

49 The White House, United States Strategy on
Countering Corruption (Dec. 2021), pp. 10-11,
available at https://www.whitehouse.gov/wp-
content/uploads/2021/12/United-States-Strategy-
on-Countering-Corruption.pdf.

iii. National Security and Law
Enforcement Implications

Although many legal entities are used
for legitimate purposes, they can also be
misused to facilitate criminal activity or
threaten our national security. As
Congress explained in the CTA, “malign
actors seek to conceal their ownership
of corporations, limited liability
companies, or other similar entities in
the United States to facilitate illicit
activity, including money laundering,
the financing of terrorism, proliferation
financing, serious tax fraud, human and
drug trafficking, counterfeiting, piracy,
securities fraud, financial fraud, and
acts of foreign corruption, harming the
national security interests of the United
States and allies of the United States.” 50

For example, such legal entities are
used to obscure the proceeds of bribery
and large-scale corruption, money
laundering, narcotics offenses, terrorist
or proliferation financing, and human
trafficking, and to conduct other illegal
activities, including sanctions evasion.
The ability of bad actors to hide behind
opaque corporate structures, including
anonymous shell and front companies,
and to generate funding to finance their
illicit activities continues to be a
significant threat to the national security
of the United States. The lack of a
centralized BOI repository accessible to
law enforcement and the intelligence
community not only erodes the safety
and security of our nation, but also
undermines the U.S. Government’s
ability to address these threats to the
United States.

In the United States, the deliberate
misuse of legal entities, including
corporations and limited liability
companies, continues to significantly
enable money laundering and other
illicit financial activity and national
security threats. The Department noted
in its 2020 Illicit Financing Strategy that
“[mlisuse of legal entities to hide a
criminal beneficial owner or illegal
source of funds continues to be a
common, if not the dominant, feature of
illicit finance schemes, especially those
involving money laundering, predicate
offences, tax evasion, and proliferation
financing. . . . A Treasury study based
on a statistically significant sample of
adjudicated IRS cases from 2016-2019
found legal entities were used in a
substantial proportion of the reviewed
cases to perpetrate tax evasion and
fraud. According to federal prosecutors
and law enforcement, large-scale
schemes that generate substantial
proceeds for perpetrators and smaller
white-collar cases alike routinely

50 CTA, section 6402(3).

involve shell companies, either in the
underlying criminal activity or
subsequent laundering.” 51 The Drug
Enforcement Administration also
recently highlighted that drug
trafficking organizations (DTOs)
commonly use shell and front
companies to commingle illicit drug
proceeds with legitimate revenue of
front companies, thereby enabling the
DTOs to launder their drug proceeds.52

The NPRM highlighted specific
examples of significant criminal
investigations into the use of shell
companies to launder money or evade
sanctions imposed by the United States.
For example, the Department of Justice,
the Federal Bureau of Investigation
(FBI), and the IRS Criminal
Investigation Division investigated the
alleged misappropriation of more than
$4.5 billion in funds belonging to
1Malaysia Development Berhad that
were intended to be used to improve the
well-being of the Malaysian people but
were allegedly laundered through a
series of complex transactions and shell
companies with bank accounts located
in the United States and abroad.
Included in the forfeiture complaint
were multiple luxury properties in New
York City, Los Angeles, Beverly Hills,
and London, mostly titled in the name
of shell companies.53 In another case, in
March 2021, the Department of Justice
charged 10 Iranian nationals with
running a nearly 20-year-long scheme to
evade U.S. sanctions on the Government
of Iran by disguising more than $300
million worth of transactions—
including the purchase of two $25
million oil tankers—on Iran’s behalf
through front companies in California,
Canada, Hong Kong, and the United

51 Treasury, National Strategy for Combating
Terrorist and Other Illicit Financing (2020), pp. 13—
14, available at https://home.treasury.gov/system/
files/136/National-Strategy-to-Counter-Illicit-
Financev2.pdf. The 2022 Illicit Financing Strategy
noted that “[t]he passage of the CTA was a critical
step forward in closing a long-standing gap and
strengthening the U.S. AML/CFT regime” and that
“[alddressing the gap in collection at the time of
entity formation is the most important AML/CFT
regulatory action for the U.S. government.”
Treasury, National Strategy for Combating Terrorist
a